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When running a Kaltura Meeting the connection between every two participants in secured using SSL security. The
tunnel is secured and encrypted.     
In addition, all communication (audio\video and data) both at transit (during the call) and at rest are encrypted with
 AES 256  encryption. 
AES 256 at rest, TLS 1.3 (SSL) in transit
A 256 bit long key is used to encrypt and decrypt the content and data.
This is truly one of the strongest encryption methods in the world.
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