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Understanding Kaltura MediaSpace Authentication and
Authorization Flows

Last Modified on 08/05/2020 11:53 am IDT

This article provides an introduction to generic solution flows for authenticating and
authorizing Kaltura MediaSpace users.

This document is intended for Kaltura partners, community members, and customers
who wish to understand and deploy out-of-the-box authentication and authorization
methods for MediaSpace.

To understand this document, you need to be familiar with authentication and
authorization terminology.

Understanding Authentication and Authorization Flows
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